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leading through our core values.

message from our CEO.

Ally Team:

At Ally, our purpose grounds us in all we do—to be an ally that does right. That purpose is guided by these three fundamental, immutable principles—culture and our LEAD core values serve as our true North; we’re relentlessly focused on helping our customers; and we choose what’s right, not what’s easy.

Our Ally culture and LEAD core values represent who we are. They are our DNA and serve as our operational guideposts: diverse, equitable and inclusive, innovative and collaborative, empowered and encouraged.

They also push us to Be (Even) Better for our customers, our stockholders, our communities, and each other. That is more valuable than ever. Our ability to adapt and succeed in the marketplace while remaining intensely focused on our humanity is a hallmark of our culture’s strength. It’s helped us succeed in challenging and unpredictable environments, just like we have witnessed over the past 2+ years. It’s what makes our Ally, our Ally.

By consistently grounding our decisions, our behaviors and our actions in our One Ally culture and LEAD core values, we are able to create an environment where everyone matters, everyone is valued, and everyone has a chance to make a difference. We don’t simply recognize our differences, we celebrate them. We don’t shy from difficult conversations, we embrace them, striving to be part of the solution and bridge understanding through empathy. We don’t only speak; we take action to make a difference inside our walls and outside in our communities – deeds over words. We embrace the ideals of effective challenge as this makes us stronger, has given us a competitive advantage, and will continue to serve as a roadmap for our future.

The principles of inclusion will continue to guide us, recognizing that innovation happens when different experiences push thinking. But most importantly, we are committed to efforts that improve equality and equity, because that’s the right thing to do and inherently connected to our purpose to be a financial ally. This holds for actions and decisions within Ally and in our efforts to make things better in our communities as well.

Our core values remain. We LEAD by looking externally, executing with excellence, acting with professionalism, and delivering results.
**look externally.** We strive to exceed the needs of our customers and expand beyond the offerings of our competitors. We act with agility, speed, and continuous innovation, but always with the customer in focus. Simply put, we will lead the marketplace by delivering our customers a superior user and product experience.

All the events we’ve faced since 2020 have certainly placed added emphasis on looking externally. The impacts of the COVID-19 pandemic shined a light not only on health concerns, but, social injustices as well. It clarified the need for every employee to stop, listen, learn, look around, reflect, and help drive our company, and through it our communities and our country, to a better place.

**execute with excellence.** Good enough is never enough. With a focus on continuous improvement, our actions are driven by sound analysis and an intense focus on operational excellence.

**act with professionalism.** We operate with integrity, hold ourselves and each other accountable, treat others with respect, and vigorously embrace and promote a diverse and inclusive environment. This is the cornerstone to our long-term success and at the very foundation of what it means to be an Ally.

**deliver results.** We are passionate about winning—for our customers, our teams, and our company. And we recognize success is measured by both the outcome and the path we take to achieve it.

It is critical that each one of us lives the One Ally culture and our LEAD core values every day. Our One Ally culture is something we all play a role in creating and nurturing. We are all accountable for making Ally a place where we can grow and succeed in a safe, welcoming, and diverse environment for all. This includes balancing personal and professional obligations by focusing on essentialism, being adaptable, remaining open to change, and acting with a founder’s mentality.

We are relentless in doing our best for our customers and each other through a commitment to listening and learning, being innovative and collaborative, and understanding that Doing It Right is always our first priority.

As we advance and grow our company, we will never compromise our ethics, integrity, or value system. We’re accountable. We’re thoughtful risk managers. We welcome and encourage different perspectives. We’re allies to one another because this is our company.

We are all owners. This is our Ally.

**Jeff Brown (JB)**
Chief Executive Officer
our code of conduct and ethics.

The Ally Code of Conduct and Ethics (the Code) is designed to help Ally employees and representatives understand the standards of conduct that Ally requires and meet the fundamental obligations that are vital to our success. While some obligations are legal duties, others derive from policies and standards that Ally maintains to align our actions with our culture of Doing it Right.

Although this Code can help answer many of your questions, it cannot describe all applicable laws, policies, and standards or anticipate every situation you may face. Employees must also review and comply with any additional laws, policies, standards, and procedures that apply within their legal entities, Business lines, or Support Functions or otherwise govern their activities. The exclusion of a reference to any of them here, or a general reference to only some, does not mean that any particular law, policy, or standard may not be applicable in any particular situation if appropriate.

Additional requirements for certain individuals are described in the Financial Professionals Supplement and the Ally Invest Supplement, which are attached at the end of this document and incorporated into this Code.

If a legal requirement, the Code, a policy, or a standard differ, you should conform your conduct to the most restrictive one. If none appear to apply to your situation, you should exercise sound judgment, comply with the spirit of the Code, and seek guidance as appropriate.

This Code is not a contract of employment for a definite term or a guarantee of continued employment. Employment with Ally is at-will, meaning that the employee or Ally may terminate the relationship with or without cause and with or without notice at any time. Nothing in Ally’s policies, standards, procedures, or benefits constitutes a legal contract or alters the at-will employment relationship. The at-will relationship may not be altered by any employee or representative of Ally other than in a written agreement approved by the Chief Human Resources Officer or designee.

The Code is updated annually and publicly disclosed in accordance with applicable law and to establish standards to which all employees and representatives are held accountable.

Some of the things to remember when reviewing the Code.

- It is designed to help Ally employees and representatives understand the standards of conduct that Ally requires and meet the fundamental obligations that are vital to our success.
- Along with the Code, we must review and comply with any additional laws, policies, standards, and procedures that govern our activities.
- The Code is not a contract of employment. It establishes standards to which all employees and representatives are held accountable.

our community.
employees of Ally

This Code applies to employees (including officers) of Ally Financial Inc. (AFI) or any of its affiliates (collectively with AFI, Ally). For purposes of this Code, affiliate means any person or entity that directly or indirectly controls Ally, is controlled by Ally, or is under common control with Ally. Control means the power to direct or cause the direction of the management and policies of a person or entity,
whether directly or indirectly and whether through the ownership of voting securities, by contract, or otherwise. All employees, at least annually, must complete required training on the Code and affirm that they will comply with the Code.

**representatives and directors of Ally**
The principles underlying this Code, including the Financial Professionals Supplement and the Ally Invest Supplement, apply to all representatives acting for or on behalf of Ally, such as consultants, agents, sales representatives, distributors, independent contractors, and contract workers. Ally employees who engage any of these representatives must make the representative aware of the Code’s principles and Ally’s expectations that the representative abides by these principles when the representative acts for or on behalf of Ally.

Non-employee directors of AFI are subject to the Code of Conduct and Ethics for Directors as provided in the Ally Financial Inc. Board of Directors Governance Guidelines, Appendix A.

**waivers**
The AFI Board of Directors or a committee of the Board must approve any waiver of a provision in the Code for the AFI Chief Executive Officer (CEO), the AFI Chief Financial Officer, the AFI Chief Accounting Officer, the AFI Controller, and all members of the Executive Council. Any waiver that is required to be disclosed by applicable Securities and Exchange Commission (SEC) rules or New York Stock Exchange (NYSE) listing standards will be posted on Ally’s website, which is included within the AFI Board of Directors Governance Guidelines.

**our responsibilities. raising and escalating an integrity or compliance concern.**
Each employee has a responsibility to understand the Code, comply with the Code, and report any actual or suspected noncompliance. No one, regardless of position at Ally, has the power or authority to direct you to do anything contrary to the Code or applicable law.

If you are unsure about the proper course of action or how the Code applies in a particular situation, seek direction. If you become concerned that Ally or someone else within Ally may not be doing the right thing, speak up. If you think that you are not being heard, escalate your concern promptly. Remember that we have an Open Door Process, which you can find among the HR programs on Ally Pulse, that provides employees with open, safe, orderly channels of communication to all levels of management. If possible, you should begin by speaking with your immediate supervisor or local leadership, but if not, you may contact any or all of the following in any order:

- Your next level of leadership;
- Your Human Resources contact;
- HR Policy and Employee Relations;
- The AFI General Counsel or your Ally Legal Staff contact;
- Enterprise Fraud, Security and Investigations;
- The AFI Chief Human Resources Officer;
- The AFI Chief Compliance Officer;
- The AFI Chief Audit Executive;
• The Chair of the AFI Audit Committee; or
• The Ally Chief Ethics Officer.

You may also report an integrity or compliance concern through the Ally Ethics Hotline. The purpose of the Ethics Hotline is to facilitate the reporting of possible illegal, unethical, or improper conduct. It is available 24 hours a day, seven days a week, and is a toll-free call. The phone number is 800-971-6037, and translation services are available. From many jurisdictions outside the U.S. and Canada, you will need to dial the country access code before dialing the Ethics Hotline number. You may also report your concern through the Ethics Hotline’s web portal at www.allyethics.com. Reports through the Ethics Hotline, whether by telephone or the portal, may be submitted anonymously as permitted by law.

You may report an integrity or compliance concern as well to Ally Enterprise Fraud, Security, and Investigations (EFSI). This, however, cannot be done anonymously. Go to the “Report a Concern” section on Ally Pulse and send an E-Alert or email, or place a call to the EFSI team.

However you choose to report a concern, your reports will be treated as confidentially as possible, subject to applicable law and consistent with the need to investigate and address the matter. Identifying yourself can assist us with the investigation.

Ally prohibits intimidation or retaliation against anyone who raises an honest concern. Ally will take appropriate action against anyone who engages in intimidating or retaliatory conduct, up to and including termination and, if appropriate, legal action.

Ally holds us accountable.
Employees who violate this Code, including the Financial Professionals Supplement or the Ally Invest Supplement, are subject to disciplinary action that, in the judgment of management, is appropriate to the nature of the violation. Such discipline may include termination of employment and, if appropriate, legal action. Employees may also be subject to civil and criminal penalties if the law has been violated. You must advise your HR Business Partner if you are convicted of a criminal offense (felony or misdemeanor) that has not previously been disclosed.

Ally does not regulate off-duty conduct. But off-duty conduct that violates Ally’s LEAD core values and exposes Ally to financial, reputational, or other risks could lead to disciplinary action, up to and including termination of employment and, if appropriate, legal action. How you conduct yourself off duty—which it’s in person, on the phone, or online—can affect perceptions about Ally and our shared core values. Every employee can have an impact on our reputation, including through social-media activity, regardless of whether you identify yourself as associated with Ally. Take time to pause, reflect, and think before you post. In the digital world, your words can be immortal. Often responding in the heat of the moment can have severely adverse and often unintended consequences.

Nothing in this Code, however, prevents employees from engaging in activities that are protected by applicable law. For example, employees may discuss the terms and conditions of their employment.
At Ally, we strive to do what is right. We expect all employees to take personal responsibility for maintaining the highest standards of honesty, trustworthiness, and ethical conduct.

We make credit available to individuals and businesses who meet our credit criteria without regard to any basis prohibited by applicable law. We do not tolerate discrimination on a prohibited basis in any aspect of a credit transaction.

Our customer relationships are built on earned trust. We show integrity by promoting the ability of our customers to understand our products and services. We do not take unfair advantage of anyone through manipulation, concealment, misrepresentation, or any other unfair, deceptive, or abusive acts or practices.

We show integrity by responding honestly and openly when dealing with Ally's external and internal auditors, attorneys, regulators, and investigators.

If you are in a management role, you have additional responsibilities:

- Model ethical behavior and proactively foster an environment where compliance is valued and achieved.
- Promote a culture that places integrity ahead of expediency and that encourages the communication of concerns about integrity or compliance.
- When concerns are raised that must be investigated or addressed, promptly consult with appropriate personnel within Compliance, Risk, Human Resources, Legal, or other applicable functions within Ally.

If you believe that the law, the Code, or a policy is not being followed, voice your concern and escalate as necessary. The actions of a single individual can damage Ally's reputation. If someone compromises our standard of integrity, we must address it promptly. The worst choice is to ignore or hide a problem or concern. The best option is usually to speak with your immediate supervisor first, but each of the previously mentioned contacts is available at any time to hear a concern that you may have.
understanding our standards.
Maintaining our standard of integrity requires our active participation. Because laws and policies are complex and changing, good intentions do not ensure compliance. We must understand the laws, Ally’s policies, and professional, ethical, and risk-management standards that affect our work well enough to spot issues and know when to seek advice. If you want additional information or training about the laws, policies, and standards that apply to your job, ask your leadership or contact Compliance, Human Resources, or Legal.

Ally employees are required to conduct themselves in a manner that is reflective of our Do It Right mantra, promotes the LEAD culture, and is conducive to the efficient operation of the workplace. Ally’s Enterprise Workplace Behavior Policy conforms to the requirements of the Code and other policies and includes a non-exhaustive list of behaviors that may result in disciplinary action up to and including termination of employment.

acting with integrity when the rules seem unclear.
Not all situations are clear-cut, so good judgment is essential. Be alert to warning signs: if a questionable proposal is defended as “doing whatever it takes” or because “our competition does it” or “no one will ever know,” it needs to be reconsidered.

When in doubt about the right choice, ask yourself:

- Is it legal?
- Does it comply with the Code and our policies?
- Does it demonstrate integrity and represent what Ally stands for?
- Could it harm our employees, customers or stockholders?
- How would it look as a headline in the news?

If doubt remains, speak up, seek guidance, and escalate. If you are a manager and someone on your team raises a concern, facilitate its resolution in a manner consistent with the Code and take care that the team member is not subject to any kind of retaliation.

Name some attributes of an employee who operates with integrity?

- Takes personal responsibility for maintaining the highest standards of honesty, trustworthiness, and ethical conduct.
- Is honest with other employees, customers, and external and internal auditors, attorneys, regulators, and investigators.
- If a manager, models ethical behavior and promotes a culture of integrity.
do:
- Act with integrity and perform all of your responsibilities consistent with applicable law, the Code, and Ally’s policies and standards.
- Know the laws, policies, standards, and other rules that apply to your work. Seek guidance if you need help understanding them.
- Speak up if you have any doubts about whether an action is legal or violates the Code or Ally’s policies.
- Escalate the matter if you are not sure that you are being heard.

don’t:
- Assume that it is acceptable to follow instructions that would cause you or others to violate the law, the Code, or any policy.
- Assume that someone else will speak up or correct the problem.
- Assume you are complying because you don’t intend to do wrong.
- Assume that a questionable practice is legal because someone else (e.g., a competitor) has done it before or is doing it now.

**integrity and risk management.**

Every Ally employee should understand Ally’s risk appetite. Risk represents exposure to uncertainty. To be effective, Ally proactively takes and manages certain risks and avoids others. For example, when we make loans to customers, we receive income in the form of interest but take Credit Risk (the risk that a customer will not pay us back in full or on time). Ally manages this Credit Risk by adhering to risk limits and employing established processes and controls, such as following sound underwriting criteria, actively monitoring each loan throughout its life, and working with borrowers when there are signs of distress (such as delinquency). There are other risks that Ally works to avoid, such as the risk of non-compliance with laws (Compliance Risk), the risk of damage to Ally’s reputation (Reputation Risk), and the risk of harm resulting from the behavior of Ally employees or its contractors (Conduct Risk).

Every Ally employee will encounter and must therefore effectively manage risk. Although not every employee faces every variety of risk, some risks—such as Compliance Risk, Reputation Risk, and Operational Risk (for example, the risk of errors)—affect each of us. Ally and its employees must manage applicable risks within the limits and thresholds established by Ally. Employees who have been designated as Material Risk Takers (MRTs) or are in a role classified as a Sensitive Position must be aware of their heightened risk-management responsibilities. Ally’s robust risk culture emphasizes the importance of prudent risk-taking behaviors, adherence to the highest ethical and professional standards, and fair and honest treatment of customers, counterparties, employees, and other stakeholders.

Our philosophy is to invest significant effort in understanding the nature and potential outcomes of the risks we take and to incorporate that understanding into how we price our products, consider and design new products, services, and practices, and execute our business on a daily basis. Managing risk, following proper risk-management procedures, and avoiding excessive risk are responsibilities of every employee. It is important that you become familiar with how Ally defines and measures risk and
how you and your department contribute to Ally’s overall risk-management program. Anyone, at any
time, can and should call attention to risks that may not be obvious so that they are fully assessed and
taken into account.

**Capital** (money that Ally’s stockholders have invested in Ally and earnings on that money that Ally has
retained and reinvested in its businesses) and **liquidity** (the ability to meet our financial obligations in
full and on time) are critical to Ally’s sustainability. We seek to optimize the balance between risk and
return without jeopardizing targeted capital and liquidity levels. In balancing risk and return, we are
committed to:

- Protecting the long-term franchise and viability of our businesses; and
- Being regarded as value-oriented and even-handed by our stockholders and competent and
  trustworthy by our regulators.

We will abstain from any behaviors that would materially damage these realities and perceptions.
Requirements that employees must follow may be found in Ally’s [Enterprise Risk Management Policy](#).

do:
- Familiarize yourself with risk management at Ally. Consult the “Risk” section of Ally Pulse and
  the risk-management policies in the Governance Document Library on Ally Pulse.
- Understand and manage the risks associated with your position.
- Ask your leadership to explain how you can help manage risk at Ally.
- If you have any concern that any act or failure to act may pose excessive risk to Ally, raise your
  concern and escalate it if necessary.
- Take the time necessary to complete and fully understand all required Compliance training in
  your quarterly training blocks.

don’t:
- Assume that risk management is someone else’s responsibility.
- Expect risk to be fully eliminated instead of effectively managed.
culture matters: integrity in the **workplace**.

**fair treatment and respect.**
We hire, promote, train, develop, and pay based on merit, experience, and other work-related criteria. Each of us is responsible for creating and maintaining a safe and productive work environment in which the dignity and humanity of all employees is respected. Bullying (the persistent use of unwanted, aggressive behavior or misuse of power to intimidate another that creates risk of physical or emotional harm) is not consistent with Ally’s LEAD core values. Bullying may include a pattern of hurtful remarks or attacks, exclusion from eligible work activities, imposition of a different standard of performance than similarly situated employees, or unreasonable interference with an employee’s ability to do his or her work. Whether instigated by a manager or by a peer, bullying is not acceptable. We are responsible for treating each other with respect.

We are committed to a diverse and inclusive workplace where all backgrounds, experiences, interests, and skills are respected, appreciated, and encouraged. This commitment is essential to our culture – by leveraging the unique perspectives and ideas from all of our employees, we can better approach challenges, discover opportunities, drive innovation, and build a company where people feel valued and included and where people want to work. When engaging in difficult conversations, first assume positive intent. Each interaction is an opportunity for us to engage with each other to learn, grow, and challenge our thinking. Doing this in an open and supportive environment will help us all be (even) better.

**discrimination and harassment.**
Consistent with our commitment to a diverse and inclusive workplace, each individual has the right to work in an atmosphere that promotes equal opportunities and prohibits unlawful discriminatory practices, including harassment and discrimination based on age, race, color, sex, religion, national origin, disability, sexual orientation, gender identity or expression, pregnancy, marital status, military or veteran status, genetic disposition, or any other status protected by federal, state, or local laws. Bullying based on a protected status may amount to unlawful discrimination or harassment.

**harassment.**
Ally is committed to fostering an environment in which unlawful workplace hostility is not tolerated. Harassment is pervasive unwelcome or hostile verbal, physical, or visual conduct toward an individual because of age, race, color, sex, religion, national origin, disability, sexual orientation, gender identity or expression, pregnancy status, marital status, military or veteran status, genetic disposition, or any other status protected by law, when the conduct creates an intimidating, hostile, or offensive work environment, causes work performance to suffer, or

**Q:** I overheard my supervisor refer to a team member using an offensive stereotype. What can I do?

**A:** We encourage you to have a direct conversation to express your concern to your supervisor directly. If needed, you can also share your concerns through the Open Door Process, the Ethics Hotline, or EFSI.
negatively affects job opportunities. Not all adverse or unpleasant actions amount to harassment. Specific actions that can escalate into harassment include verbal conduct (such as offensive name calling, jokes, slurs, negative stereotyping, and threatening, intimidating, or hostile acts), nonverbal conduct (such as staring, leering, following, or giving inappropriate gifts), physical conduct (such as assault, unwanted touching, intentionally blocking normal movement, and interfering with work), and visual conduct (such as derogatory posters and offensive photography, cartoons, drawings, and gestures). Inappropriate e-mail or internet content (e.g., cyberbullying) may also be harassment.

sexual harassment.
Sexual harassment is unwelcome sexual or sex-based behavior. Specific actions that can be considered sexual harassment include demanding sexual favors with an implied or overt threat concerning hiring, promotion, termination, or other conditions of employment as well as engaging in conduct of a sexual nature that unreasonably interferes with an employee’s job performance and creates an intimidating, hostile, or offensive work environment.

reporting harassment and discrimination.
If you experience or witness a person engaging in any type of harassment or unlawful discrimination, advise the person that you believe the behavior to be inappropriate and that you want it to stop. If you are not comfortable dealing with the person directly, or if the person does not respect your request, report the behavior to your immediate supervisor or to Human Resources. You may also contact the Ally Ethics Hotline 24 hours a day, seven days a week, at 800-971-6037 or through www.allyethics.com.

health and safety.
Ally is committed to protecting the health and safety of each employee. We will not compromise any person’s well-being in anything we do. You are encouraged to embrace practices that support your mental and physical well-being. You are also encouraged to utilize the resources offered by Ally that increase personal awareness and empower you to take an active role in your well-being.

The health and safety of our employees has been and will continue to be a top priority. You must follow company safety standards to prevent the transmission of illness, including staying home and maintaining hygiene protocols in the workplace. During a pandemic or other health crisis, you must follow any additional safety measures that Ally establishes. We all play a role in keeping each other safe – whether in the office, at a dealership or customer site, or for those with driving responsibilities while on the road. Weapons and illegal substances are strictly prohibited on Ally’s worksites and property (including Ally-owned vehicles).

If you have any health- or safety-related concern, discuss it with your immediate supervisor or Human Resources representative. Report any job-related illness or injury. Observe facility security guidelines and travel security policies. Report any threats of violence. Don’t assume that a health or safety hazard has been reported—take responsibility for reporting it yourself.
do:
- Treat fellow employees with dignity and respect.
- Promote equal opportunities based on work-related criteria.
- Observe safety protocols.
- Drive safely.

don’t:
- Demean any person or group.
- Tolerate behavior that fails to meet Ally’s standards of fairness and respect.
- Take shortcuts that expose anyone to a risk of injury.
- Assume that someone else has responsibility to identify or correct problems.

actions on behalf of Ally.

Your work involves acting on behalf of Ally. Your authority to do so, however, is limited by applicable law, our Bylaws and other governing documents, and policies, standards, and procedures relevant to you and your legal entity, business line, or enterprise function. Take care not to exceed your authority. Do not sign any document, commit Ally to do anything, communicate in Ally’s name, or otherwise act on Ally’s behalf unless you are specifically authorized to do so.

conflicts of interest.

Ally employees have a duty to act solely in the best interests of Ally and to provide Ally with our individual loyalty. Do not allow your personal interests to interfere, or appear to interfere, with the interests of Ally as a whole. Do not exploit your position with Ally for personal gain. Avoid any activity, investment, or interest that might hurt or reflect badly on Ally. The appearance of a conflict of interest can be just as damaging as an actual or potential conflict, and it is treated the same in this Code. It is not possible to supply an exhaustive list of situations that may give rise to conflicts or the appearance of them, but the most common situations are addressed here. In every situation, use sound judgment, act in the spirit of the Code, and seek guidance when the appropriate course of action is not clear.

identification and preclearance of potential conflicts of interest.

We use the Conflict of Interest Questionnaire, which can be found on Ally Pulse, as our primary means to self-report and identify interests and relationships that may give rise to an actual or potential conflict of interest. Disclosure enables us to avoid actual conflicts and to assess the extent of potential conflicts, their likelihood of ripening into actual conflicts, and the propriety of preclearing them.

Q: What is preclearance of a potential conflict of interest?

A: Preclearance is an opportunity to vet a situation in advance of submitting the COI Questionnaire. If you withdraw from a situation that poses an actual conflict or preclearance confirms that your situation poses no actual or potential conflict, you need not submit a COI questionnaire.
If a conflict or the appearance of one arises, the **Conflict of Interest Questionnaire** may be used to disclose it. In the case of an actual conflict, you should withdraw from the matter; in the case of a potential one, you should assess its magnitude and probability and consider whether preclearance or withdrawal is appropriate. Ally’s Chief Ethics Officer oversees the preclearance process and, together with your Human Resources contact, is available to provide guidance.

We encourage you to review previously submitted Conflict of Interest Questionnaires as part of the annual Code of Conduct and Ethics training and attestation process. You may access Ally’s automated Conflict of Interest system to disclose a conflict and review prior submissions on the **Conflict of Interest** page on Ally Pulse.

**Personal Relationships.**
A conflict of interest may arise if you act on behalf of Ally in a transaction or other business dealing that involves someone with whom you have a significant personal relationship—such as a very close relative or friend, or a romantic or sexual partner—or any entity in which any of these people has a material personal or financial interest. In no case should an advantage or disadvantage exist or be perceived as existing because of the personal relationship. Therefore, as a general rule, you should refrain from acting on behalf of Ally or the person or entity with whom the personal relationship exists in such a transaction or other business dealing.

Similarly, hiring, promotions, and other personnel actions must not be influenced by a personal relationship. Except as authorized by the Chief Human Resources Officer or a designee, employees with personal relationships should not have direct or indirect reporting relationships with each other.

**Financial Relationships.**
In addition to personal ones, your financial relationships may give rise to conflicts of interest. For example, if a material amount of your wealth is invested in a competitor, your loyalty to Ally’s interests could be called into question. Divided loyalties also may exist if you were to become significantly indebted to or dependent on a service provider with whom you act on behalf of Ally. All of your financial dealings with any service provider, supplier, customer, or competitor of Ally, to the extent not otherwise barred by a conflict, must be conducted on non-preferential arm’s-length terms.

**Self-Dealing.**
You may not seek to benefit yourself personally when acting on behalf of Ally in a transaction or other business dealing. You also may not take for yourself or direct someone else to any business.

Some of the questions to ask yourself when assessing a conflict of interest.

- Do your personal interests interfere, or appear to interfere, with the interests of Ally as a whole?
- Could you be exploiting your position with Ally for personal gain?
- Could the activity, investment, or interest hurt or reflect badly on Ally?
opportunity that you discover through your employment, unless Ally has already been offered the opportunity and rejected it.

**charitable activities and public service.**
Ally applauds public service in support of non-profit organizations, schools, and other civic and community organizations. We demonstrate our commitment to Do It Right by positively impacting communities through our year-round Giving Back efforts. As described in the [Volunteer Time Off Program](#), Ally allows employees to perform a specified amount of volunteer services during normal work hours.

But be alert to the time demands and the potential for conflicts when serving such organizations. A conflict involving charitable activities and other public service must be addressed just like any other conflict.

Running for any public office, accepting any government appointment, or acting in any capacity for a governmental or quasi-governmental entity at any level requires careful scrutiny due to government-ethics, pay-to-play, and similar laws. Actual and potential conflicts of interest—including even the appearance of influence in matters that could affect customers and competitors—as well as reputational and other risks must also be thoroughly evaluated. Because of these considerations, governmental and quasi-governmental pursuits are rarely, if ever, permissible. Before taking action to explore such a pursuit, you must consult with Ally’s Government Relations function and obtain the approval from the AFI General Counsel, the AFI Chief Compliance Officer, and the AFI Chief Human Resources Officer.

Membership on boards of charitable organizations is permitted. But again, be alert to time demands and the potential for conflicts.
When soliciting donations for an outside organization, avoid any impression that Ally endorses the organization or expects the donations to be made or that you are using your position to pressure others into donating. Donations must be purely voluntary. Do not use Ally’s letterhead, logos, or other branded materials when soliciting donations unless Ally officially supports the fundraising as a corporate activity. Be mindful of Ally’s Solicitation Policy which is located in the Enterprise Workplace Behavior Policy.

outside business activities.
We are expected to devote our full attention to our performance obligations during working hours and for whatever additional time may be required. Outside employment and other business activities can create conflicts of interest or reduce productivity and, as a result, generally require preclearance. You may not engage in a business that directly competes with Ally or serve as an officer, director, employee, or adviser for a competitor. You may not engage in business activities with, act for, or advise a service provider, supplier, or customer without assessing any conflict. In addition, you should be aware of legal restrictions that apply to outside business activities, such as those prohibiting or limiting service as an officer, director, or employee for more than one financial institution or for a financial institution and a public utility. As a general rule, you should avoid outside business activities that divert time and attention from Ally’s business.

board service – for-profit companies.
The AFI CEO may serve on the board of a for-profit company only with approval from the Chair of the Board of Directors, the Chair of the Compensation, Nominating and Governance Committee (the CNGC), and the AFI General Counsel. Other members of the CNGC’s purview group may serve on such a board only with the approval of the AFI CEO and the AFI General Counsel after consultation with the Chair of the CNGC. Any other employee may serve on such a board only with the approval of the executive officer for the employee’s business line or enterprise function and the AFI General Counsel.

board service – non-profits.
Ally encourages employees to participate in not-for-profit activities that serve our communities or a purpose relating to Ally’s business (such as trade associations, customer or supplier advisory boards, or similar organizations). Ally may even ask you to do so. But, if you seek to serve on the board of a not-for-profit organization, you must assess any conflict. For the AFI CEO and other members of the CNGC’s purview group, this assessment must involve approval from the AFI Chief Human Resources Officer, the AFI Chief Compliance Officer, and the AFI General Counsel.
do:

• Act solely in the best interests of Ally and provide Ally with your loyalty.

• Exercise care in assessing potential conflicts and seek guidance if you have questions.

• Get involved in your community, while remaining aware of the potential for conflicts.

• Stay informed of and adhere to all relevant rules associated with pay-to-play limitations and disclosure obligations.

• Disclose actual or potential conflicts of interest in accordance with the Code.

don’t:

• Engage in self-dealing or otherwise allow your personal or financial relationships to conflict with your duty of loyalty to Ally.

• Ignore a potential conflict, hoping that it will resolve itself.

• Involve yourself in outside business activities without assessing conflicts and obtaining any required approvals.

protection and use of Ally assets.

Employees have an obligation to protect Ally’s assets and use them properly and efficiently in the conduct of Ally’s business. Ally’s assets include physical assets (such as equipment and supplies), financial assets (such as cash and credit cards), information (such as strategic plans and customer data), intellectual property (such as logos and trademarks), and information technology (such as computer hardware and software). Ally’s assets also include all inventions, discoveries, designs, improvements, works of authorship, ideas, processes, and work—irrespective of what form they take, where they occurred, and whether they can be patented or copyrighted—that you develop alone or with others in connection with or as a result of your employment at Ally.

Ally assets must be used only for Ally’s business, except to the extent permitted by the Code or a policy, and in accordance with applicable law and policies. Employees must return all of Ally’s assets in their possession or control, including any of Ally’s information, when their employment with Ally ends.

use of corporate property.

Ally’s assets, including its letterhead and name, may not be used for personal gain. Each employee must comply with all policies and procedures established for the safeguarding of Ally’s assets. Reasonable personal use of Ally’s assets, such as electronic communication devices, is permissible. Personal use, however, must be consistent with Ally’s Enterprise Acceptable Use Policy and should not inappropriately burden Ally or its assets (such as its internet capacity), interfere with your responsibilities to Ally, introduce or increase risk for Ally, or negatively affect other employees or customers. Whether working onsite or remotely, care must be taken to properly secure Ally’s company and customer data consistent with Ally’s policies and procedures. Talk with your manager if you are not sure whether any particular use is appropriate.
Some examples of inappropriate use include:
• Submitting false expense reports.
• Copying software and other forms of intellectual property for personal use or in violation of license agreements.
• Allowing anyone other than the issued owner to utilize Ally issued equipment or access Ally data while working remotely. On occasion, remote access by IT personnel may be appropriate to assess technical solutions.

internet, e-mail, and other electronic communications.
All electronic communications, data, and other information transmitted via Ally’s systems (including telephone, e-mail, voice mail, and instant messages) become Ally’s property. No employee should expect that any messages or other information communicated through Ally’s systems will be private. Ally can access or monitor its electronic-communications systems and information transmitted through it. Ally may monitor, review, record, or delete any of this information or disclose it to others without advance notice, unless applicable law provides otherwise.

Never make any illegal, unethical, unauthorized, or disruptive use of Ally’s information systems or equipment. This includes, for example, accessing, transmitting, or storing inappropriate material (such as pornography, depicted nudity, lewd or violent materials, chain letters, sexually oriented jokes or cartoons, or other offensive or demeaning material) and using Ally’s systems or equipment to discriminate against or harass others or to violate intellectual-property, confidentiality, or other rights. These obligations apply to communications transmitted through personally-owned devices using Ally-authorized or -provided software (e.g., BYOD Software), as well as Ally-provided and -supported communication devices (e.g., iPads).

information systems.
Ally’s information systems are valuable assets in and of themselves. You should take care not to expose Ally to cyberattacks or to increase our vulnerability to them. You should not install unauthorized software, applications, or devices on computers or other hardware supplied by Ally. You also should not access Ally’s systems through unauthorized means. Exercise care in safeguarding your access devices (including passwords and identification badges) and otherwise following Ally’s Enterprise Information Security Policy.

Detecting and reporting phishing attempts, malware, and other cyberattacks are a critical aspect of protecting Ally’s information systems. See the Security Awareness page on Ally Pulse. Ally maintains the right to conduct training, test compliance, and administer discipline to facilitate compliance.

Some things to consider before clicking on external emails.
• Detect generic greeting and vague messaging
• Hover over link to see if leads to trusted URL
• Notice spelling and grammar errors
• Spot phishing scams that rely on emotional triggers like curiosity, urgency, or fear
• Report any suspicious emails
accurate information and records.
Financial-reporting controls and records-management policies are crucial to Ally's business and operations. Each employee must be accurate, complete, and honest in creating and maintaining Ally's information, including in connection with customer interactions, accounting entries, expense reports, timekeeping records, incentive-plan results, and employee-benefits claims.

Intentionally creating or inserting false or misleading information in any of Ally's financial, or other business records, or engaging in activities that result in false or misleading entries, is strictly prohibited.

All business records must be accurate and complete and maintained with reliability and integrity. If an error finds its way into a record, it must be corrected, and where appropriate, the reasons for the correction should be noted.

Employees who are involved in preparing financial statements and other financial professionals must take particular care to abide by the Financial Professional Supplement to this Code.

Records-management policies enable us to create and maintain records consistent with legal and tax requirements and to appropriately dispose of records that we no longer need. You should be familiar with and abide by Ally's Enterprise Records Management Policy and related policies and procedures that apply to your legal entity, business line, or enterprise function. In addition, be alert to and observe legal holds, which are instructions from the Legal Staff to keep certain records and other information beyond normal retention periods for legal or compliance reasons. Failure to comply with legal holds can result in serious harm to Ally and its employees. It is unlawful to destroy, conceal, alter, or falsify any record or other information for the purpose of obstructing or influencing any pending, threatened, or foreseeable litigation or other legal or governmental proceeding or investigation.

As a public company, Ally is subject to a comprehensive set of laws that govern the public disclosure of information. Our disclosures must be timely, accurate, and complete and must be understandable to the average investor. Employees who are involved in preparing or communicating public disclosures of any kind, irrespective of the medium, should be familiar with these laws and must never cause Ally to make an untrue statement of a material fact or to omit a material fact that is necessary to make a statement not misleading. Additional guidelines that must be followed are found in Ally's Enterprise Communications and Fair Disclosure Policy.

confidentiality.
Each of us is obligated to maintain the confidentiality of information that Ally creates or collects and elects not to publicly disclose. Some of these obligations are imposed by law. Others arise from our need to establish and maintain trust with our customers, service providers, suppliers, and stockholders.

As described in Ally’s Enterprise Acceptable Use Policy, nonpublic information is classified as secret, confidential, or proprietary. These classifications are defined in the Enterprise Data Protection Standard which supports Ally’s Enterprise Information Security Policy. Each class of information is
subject to its own standards and procedures on creation, capture, labeling, storage, use, sharing, transmission, transport, encryption, and disposal.

This Code does not prohibit or limit employees or their counsel, without notice to Ally, from communicating directly with or providing information, including documents, not otherwise protected from disclosure by any applicable law or privilege (including the attorney-client privilege) to the SEC, the Financial Industry Regulatory Authority (FINRA), or any other federal, state or local governmental agency regarding possible violations of law or this Code. Ally will not retaliate against anyone for doing so. Nothing in this Code requires any employee to waive any monetary award or other payment that the employee might become entitled to from the SEC, FINRA, or any other government agency. If you have a question about whether information is subject to privilege or otherwise protected from disclosure, you are encouraged to consult with the Legal Staff.

do:
• Know and comply with the information security and record retention policies.
• Treat Ally’s property as valuable business assets.
• Comply with applicable law and Ally’s policies governing the use of Ally information and systems.
• Follow Ally’s Enterprise Communications and Fair Disclosure Policy and Ally’s Enterprise Social Media Employee Policy when participating in external social media such as blogs, social networks, and message boards.

don’t:
• Ignore security procedures to save time.
• Give access to Ally information to anyone not authorized to have it.
• Use Ally systems for your own personal profit or gain.
• Do anything that would disrupt or compromise the availability, integrity, or security of Ally information, information resources, or other Ally property.

auditors, attorneys, investigators, and regulators.
As a public company engaged in banking and other financial services, we are highly regulated. Communicating openly and accurately with our auditors, attorneys, investigators, and regulators protects our reputation for honesty and integrity and is an essential element of complying with applicable law. You are responsible for fully cooperating and responding honestly, candidly, and promptly when dealing with Ally’s independent and internal auditors, outside and in-house attorneys, external and internal investigators, and supervisory and other regulatory agencies.

litigation and external investigations.
Consult immediately with the Legal Staff if, as a representative of Ally, you receive any summons, subpoena, inquiry, or other communication from a court, marshal, sheriff, government agent, or lawyer. You should also consult with the Legal Staff before submitting to an interview, answering any questions, producing any documents, or responding to any requests about litigation or an external investigation.
These obligations apply to matters in which Ally is involved directly, such as an investigation or a lawsuit where Ally is a party. They also apply to matters in which Ally is involved indirectly, including investigations of service providers, suppliers, dealers, co-workers, or competitors.

public communications.
Public communications about or on behalf of Ally are subject to a number of laws governing how publicly traded companies must conduct themselves. Ally’s Enterprise Communications and Fair Disclosure Policy is designed to assist us in complying with these laws and fairly and accurately communicating with the public. Communicating clearly and accurately also protects Ally’s reputation for integrity.

You should not share or comment on any information involving Ally—including information about our business, financial results, industry, strategy, practices, developments, customers, and employees—unless you are specifically authorized to do so. This applies whether you identify yourself as an employee of Ally or not. If any member of the media contacts you, avoid responding to questions and immediately inform your manager and your Communications contact.

When engaging in personal communications unrelated to Ally, including on social media and in other public settings, exercise sound judgment. Even if not directly referenced, your relationship with Ally is likely to become known. Remember that off-duty conduct that violates Ally’s LEAD core values and exposes Ally to financial, reputational, or other risks could lead to disciplinary action, up to and including termination of employment and, if appropriate, legal action.

departures from Ally.
You have a number of obligations to us when and after you leave Ally. Obligations may arise under any employment or other agreement that you have executed and any incentive or equity-compensation plan in which you have participated. You should review these agreements and plans carefully well before your departure to ensure that confidentiality, non-solicitation, and other obligations are understood and honored.

In addition, the Code requires the following of every departing employee:

- Provide advance notice of your departure if appropriate for your position and responsibilities.
- Return all of Ally’s assets in your possession or control, including equipment, copies of Ally proprietary procedures, presentations, etc.
- Maintain all confidentiality obligations referenced in the Code.
- Comply with all insider-trading laws.
- Support the transition of your responsibilities to other employees.
- Satisfy all financial obligations to Ally, such as submitting any outstanding expense reports.
gifts.
Gifts, including gifts of entertainment, are common in business as courtesies that strengthen relationships. Gifts, however, can all too easily be perceived as improperly influencing business judgment regardless of intent. We conduct business based on the value of products and services, not based on any gift that may be given or received.

A gift is anything of value for which you do not have to pay the usual and customary cost. Gifts may include a product or service, a discount on a product or service, a meal or refreshments, honoraria, a ticket to a sporting event or other entertainment, the use of real estate or a vehicle, travel expenses, prizes, and charitable or political contributions on your behalf. For purposes of the Code, a gift to a relative or someone else with whom you have a close personal relationship is generally treated as a gift to you.

These gift-giving standards do not regulate gifts received from or given to a relative or close personal friend unless (1) the friendship resulted from a business relationship involving Ally or (2) the purpose or perceived purpose relates to business involving Ally.

Any local deviations from these general standards must be approved by the AFI Chief Compliance Officer and the AFI Chief Human Resources Officer with advice from the AFI General Counsel, as needed. You also should be aware of and abide by any standards in your legal entity, business line, or enterprise function that are more restrictive than the Code.

You should be aware that, under bank bribery laws, employees, officers, directors, agents, and attorneys of bank holding companies (such as AFI) and state member banks (such as Ally Bank) generally must not (1) seek or accept anything of value (other than bona fide salary, wages, and fees) in connection with any transaction or business of the institution or (2) solicit for themselves or a third party (other than the institution) anything of value from anyone in return for any business, service, or confidential information of the institution. The standards in this Code have been designed to comply with these bank bribery laws, but if you are unsure of how to proceed in a particular circumstance, you should seek guidance.

receiving gifts.
As a general rule, do not ask for or accept a gift from anyone doing or seeking to do business with Ally if the gift is designed to influence or reward Ally’s business decision or could reasonably be perceived as attempting to influence or reward such a decision. In this regard, appearance is at least as, if not more, important than reality.
If you are unsure about the proper course of action, begin by asking yourself these questions:

- Does acceptance of the gift violate applicable law, Ally’s policies, or the giver’s policies?
- Did I solicit the gift?
- Does this person or entity frequently provide or offer gifts to me?
- Is the gift extravagant or otherwise not reasonable and customary?
- Is the gift being offered as thanks for Ally’s business?
- Is the gift being offered to influence a business decision?
- Will I feel like I owe this person or entity because of the gift?
- Would I be embarrassed for everyone to know about the gift?

If your answer to any of these questions is “yes” or if that is what a reasonable person would perceive, you should refuse or return the gift.

Examples of gifts that generally may be accepted, absent other circumstances giving rise to a concern, include the following:

- Meals, refreshments, and entertainment if (1) the purpose is business, (2) your attendance relates to your job responsibilities, (3) your host attends with you, (4) the cost is reasonable and customary, and (5) the occasions are infrequent.
- Food or beverages that are (1) not easily returned, (2) given on an occasion when gifts are customary (such as a holiday or wedding), and (3) shared with others in your legal entity, business line, or enterprise function.
- Recognition awards that (1) relate to community, charitable, or similar service and (2) have a reasonable and customary cost.
- A gift that (1) has a retail value not in excess of $100, (2) is given on an occasion when gifts are customary (such as a holiday or wedding), and (3) is not received from a person or entity who frequently provides or offers gifts.
- Promotional materials that have a retail value not in excess of $100.
- Customary mementos at closing dinners or similar functions.

You may accept a gift on behalf of Ally if the gift is reasonable and customary, complies with applicable law, and is otherwise appropriate in the context of the questions referenced earlier. Such a gift becomes Ally property. You must turn it over to your manager for use, display, or other disposition.

You may not accept a gift from a government or government official, except for official gifts you accept on behalf of Ally in compliance with applicable law and Ally’s policies.

giving gifts.
Our policy on giving gifts—including to customers, service providers, suppliers, and analysts—is largely the converse of our policy on receiving gifts. As a general rule, do not give a gift to any person or entity that is doing or may do business with Ally if the gift is designed to influence or reward that person’s or entity’s business decision or could reasonably be perceived as attempting to influence or reward such a decision. Once again, appearance is just as important as reality.
Does offering or providing the gift violate applicable law, Ally’s policies, or the recipient’s policies?

Did the recipient solicit the gift?

Do we frequently provide or offer gifts to this person or entity?

Is the gift extravagant or otherwise not reasonable and customary?

Is the gift being offered as thanks for doing business with Ally?

Is the gift being offered to influence a business decision?

Will the person or entity feel like Ally or I am owed a favor because of the gift?

Would I be embarrassed for everyone to know about the gift?

Are you aware that gift is not necessary for person or entity to do business with Ally?

If your answer to any of these questions is “yes” or if that is what a reasonable person would perceive, you should not offer or provide the gift.

Whenever circumstances permit and warrant a gift, exercise sound judgment and common sense and always act in the spirit of the Code.

Strict laws, including the Foreign Corrupt Practices Act, govern gifts to or for the benefit of any government, government agency or instrumentality, government official, state-owned or state-controlled enterprise, political party, or political candidate. Exercise extreme caution; consult Ally’s Enterprise Anti-Corruption Compliance Policy and Enterprise Anti-Fraud Policy and seek guidance from Ally’s Legal Staff and Government Relations function before giving a gift of any kind or value to such a recipient. Bribes and kickbacks are absolutely forbidden.

fair competition.
Ally is committed to competing within the law. Laws that protect the competitive process can be complicated, and they vary from country to country. When in doubt, consult the Legal Staff.

relations with competitors.
Never engage in collusive or anti-competitive behavior. You may not agree with a competitor on any element of price (including fees, discounts, rebates, or incentives) or unfairly discriminate between similarly situated customers. You also are prohibited from agreeing with a competitor to divide up customers, products, markets, or territories, to limit or eliminate offerings of products or services, or to boycott or otherwise refuse to deal with specified counterparties.

For these purposes, an agreement does not only mean having a written contract. Instead, agreements can include arrangements that are made orally and actions that indicate some degree of coordination.
**tying.**
Antitrust and banking laws prohibit or otherwise restrict tying in many circumstances. Tying generally refers to conditioning the availability or price of one product or service on a requirement that the customer obtain another product or service from the provider or an affiliate. Be sure to familiarize yourself with Ally’s Enterprise Anti-Tying Policy and to seek guidance whenever you are unsure how to proceed.

**competitor confidential information.**
Ally does not condone the unauthorized use of trade secrets or proprietary or confidential information belonging to any other person or entity and specifically prohibits our employees from using such information to do their work at Ally. To the extent that you owe a prior employer a duty to maintain the confidentiality of any trade secret or proprietary or confidential information, Ally expects you to honor that duty.

**insider trading.**
While working at Ally, you may acquire material information about us or our securities or about a customer, supplier, or other company and its securities that has not yet become publicly available. **Materiality** means that a substantial likelihood exists that (1) a reasonable investor would consider the information important in making an investment decision (including whether to buy, sell or hold a security) or (2) the information would be viewed by a reasonable investor as having significantly altered the total mix of information made available. **Nonpublic** means that the information has not yet been disseminated in a manner making it generally available to investors, such as by a press release issued through a major wire service or news agency or a public filing with regulators.

Insider-trading laws prohibit you from buying or selling any security—including stock and bonds—while knowingly in possession of material nonpublic information about the security or its issuer. You also are prohibited from conveying that information to others in breach of a duty of trust or confidence. Ally and its reputation could be significantly harmed if you were to violate any of these insider-trading laws.

To help prevent inadvertent violations of insider-trading laws and to avoid even the appearance of insider trading in Ally’s securities, we have adopted separate blackout and pre-clearance procedures that apply to specified employees and associated persons. These procedures generally prohibit trading in Ally’s securities within prescribed quarterly and event-specific blackout periods and require many senior executives and associated persons to pre-clear all trades of Ally’s securities.

For more details, review Enterprise General Insider Trading and Blackout Policy or contact the Legal Staff.

Q: What is a myth about insider trading?
A: Only senior level employees can engage in insider trading.
integrity in society and our communities.

anti-corruption and anti-bribery.
The United States and other countries have enacted laws that prevent domestic and foreign bribery and corruption. Any violation of these laws by Ally or its employees could compromise our reputation.

Never offer, promise, or provide gifts of any value—including entertainment, hospitality, refreshments, awards, or gratuities—to or for the benefit of any government, government agency or instrumentality, government official, state-owned or state-controlled enterprise, political party, or political candidate without first consulting with the Legal Staff and the Government Relations function, even if such gift-giving may be seen as customary in some countries. You also should familiarize yourself with Ally’s Enterprise Anti-Corruption Compliance Policy.

political activity.
Each of us is entitled to participate in the political process. These activities, however, must be conducted in compliance with applicable law as well as Ally’s Enterprise U.S. Lobbying Policy and other policies. You are responsible for understanding the scope and content of these laws and policies.

You may not use your time working for Ally or enlist any of Ally’s staff or assets (including facilities, equipment, supplies, letterhead, e-mail, phones, reports, or contact lists) to conduct political activities. Your political activity must occur on your own time and may not be connected or perceived as being connected to Ally.

Ally is restricted in making political contributions and will not compensate or reimburse you for any political contributions that you choose to make.

All lobbying, governmental advocacy, and political activity by or on behalf of Ally must be overseen by and coordinated with Ally’s Government Relations function. This includes meetings with elected or other government officials and the hiring, use, and management of government-relations consultants who represent Ally, including outside and contract lobbyists.

anti-money laundering compliance.
Money laundering and terrorist financing threaten communities in the United States and abroad. Money laundering is the criminal practice of filtering illegally derived or otherwise “dirty” money through a series of transactions so that the funds are “cleaned” to look like proceeds from legal activities. Money laundering is a diverse and often complex process that need not involve cash transactions.
Ally is committed to playing its part in identifying and preventing money laundering and terrorist financing through compliance with bank-secrecy and anti-money-laundering laws. Employees must review and comply with Ally’s Enterprise Anti-Money Laundering Policy, Enterprise Anti-Money Laundering Standard - Customer Identification Program and Customer Diligence, and related procedures. Be conscientious in performing all required due diligence to know your customers, and report any potential suspicious activity to Anti-Money Laundering Compliance in accordance with the above referenced Policy.

economic sanctions compliance.
Several U.S. laws govern whether and how we conduct business with foreign countries and designated persons and entities. These laws apply not only to U.S. operations, but also to U.S. persons, wherever located. Other countries have similar laws.

foreign asset controls.
The Office of Foreign Asset Controls (OFAC) administers economic sanctions that the United States places on certain countries, groups, entities, or persons based on U.S. foreign-policy or national-security goals.

Ally’s Enterprise Anti-Money Laundering Policy, Enterprise Sanctions Standard and related procedures address how we comply with OFAC requirements. Employees must consult with Ally’s Enterprise Sanctions Team before dealing with any sanctioned country, group, entity, or person.

human rights and the environment.
Ally is dedicated to protecting human rights and the environment. Ally will comply with all laws relating to human rights and the environment and will consider the impact of its business and operations on the environment and the communities in which Ally operates with a goal of continuous improvement.

conclusion.
As allies, we strive to demonstrate passion, integrity, and resilience in all that we do—at work, in our homes and communities, through our partnerships. By understanding and applying our LEAD core values, as set forth in this Code, we will create an (even) better future for ourselves, one another, and all of our stakeholders.

The health and well-being of our teammates—physical, mental, emotional, and financial—is a top priority. Our ongoing commitment to care for one another through our words and deeds demonstrates the impact a diverse, equitable and inclusive environment has on our collective success. We continue to adapt as we learn and grow. And we will continue to engage with, support, and challenge each other in order to be the change we want and need in our business and our communities.
Acting with integrity requires strength of character, even when it’s not the easier path. As owners, each of us is called upon to act in the best interests of the company, each other, and our customers every time, in every situation. This Code is a guide to help us navigate our daily interactions and responsibilities, including when the right answer is not clear.

We will:
- Follow the Code and model our behavior on our LEAD core values;
- Speak up when something does not seem right—even if it feels uncomfortable. Empathize, assume positive intent and show gratitude;
- Give meaningful feedback and suggest improvements to the leadership team and each other;
- Listen to and understand the concerns of customers, co-workers, service providers, and suppliers—and make sure this information gets proper attention; and
- Ask for help when we are not sure what the next right step is.

Owners, allies, advocates—this is the embodiment of who we are and who we will continue to be. Our collective commitment to our culture and our core values enables us to adapt, accept the challenges of today, and aspire to be (even) better tomorrow.

**Allyson Parker**
Executive Director – HR Risk and Employee Relations and
Chief Ethics Officer
Financial Professionals supplement to the Ally code of conduct and ethics.

This Financial Professionals Supplement to the Ally Code of Conduct and Ethics (Financial Professionals Supplement) applies to the senior financial officers and financial professionals of Ally, all of whom remain subject to the Code.

Individuals who are subject to this Financial Professionals Supplement are the AFI CEO, AFI Chief Financial Officer, and the AFI Controller, all professional employees in the areas of finance, financial reporting, accounting, auditing, financial risk management, tax, investor relations, and treasury, the heads of each operating segment, and any member of management with operating or oversight responsibilities similar to any of the foregoing, regardless of the individual’s title.

All financial professionals must maintain the highest standards of honesty, trustworthiness, and ethical conduct.

Financial professionals must:

- Act honestly and ethically;
- Avoid actual and apparent conflicts of interest between personal and professional relationships;
  - If one arises, handle it ethically. Disclose any actual or potential conflict of interest to your senior leadership and on the Ally Conflict of Interest Questionnaire.
- Produce full, fair, accurate, timely, and understandable disclosures in reports and documents that Ally files with or submits to the SEC or other regulatory bodies, and in other public communications that Ally makes;
  - Disclosures must include all information necessary to make the submissions complete and truthful.
  - Intentionally creating or inserting false or misleading information in any Ally financial or other business record is strictly prohibited.
- Maintain accurate business records and adhere to Ally’s system of internal control over financial reporting and the safeguarding of assets;
- Comply with all applicable governmental laws, rules, and regulations, and with rules, regulations, and standards of any self-regulatory organizations applicable to you or your business unit; and
- Report promptly any violations of this Financial Professionals Supplement or the Code to senior leadership, the AFI Chief Financial Officer, the AFI General Counsel, the AFI Chief Audit Executive, or the Chairman of the AFI Audit Committee. You may also contact the Ally Ethics Hotline 24 hours a day, seven days a week, at 800-971-6037 or through www.allyethics.com.

What are some of the ways Financial Professionals meet Ally’s standards?

- Act honestly and ethically and avoid conflicts of interests between personal and professional relationships.
- Produce full, fair, accurate, timely, and understandable disclosures in reports and documents that Ally files with regulatory bodies.
- Maintain accurate records and comply with all applicable law, regs and standards.
- Report violations promptly.
Ally Invest Advisors supplement to the Ally code of conduct and ethics.

(In addition to the Ally Code of Conduct and Ethics, this Supplement applies to all Ally Invest Advisors Supervised Persons as described in the applicability section below.)

This Ally Invest Advisors Inc. (AIA) Supplement to the Ally Code of Conduct and Ethics (AIA Supplement) is designed to comply with Rule 204A-1 (Code of Ethics Rule) of the Investment Advisers Act of 1940 (Advisers Act). Each investment adviser registered with the U.S. Securities and Exchange Commission is required to adopt and implement a code of ethics that sets forth required standards for all supervised persons of the registered investment adviser (Supervised Persons).

client relationship.

In accordance with applicable law, Supervised Persons owe a fiduciary duty to their clients. This means that, within the scope of their relationship with each client, such Supervised Persons at all times must:

- Not place their own or AIA’s interests ahead of the client’s;
- Eliminate, or at least expose through full and fair disclosure, any actual or potential conflict of interest that might incline the Supervised Person or AIA to render advice that is not disinterested;
- Abide by all federal and state securities laws;
- Use reasonable, independent, professional judgment when conducting investment analysis, making investment recommendations, or taking investment actions on behalf of a client;
- Take no unfair or inappropriate advantage of a position of trust;
- Not solicit, demand, or accept anything of value from any client in connection with the performance of the Supervised Person’s duties (other than approved fees payable to AIA);
- Accurately maintain their business titles to avoid public misperception as to position, education, or background;
- Maintain and protect client non-public personal information;
- Not divulge information regarding securities recommendations or client securities holdings except:
  - To complete transactions or account changes (e.g., communications with custodians);
  - As necessary to maintain or service a client account (e.g., communications with a client’s agent);
  - With a service provider that supports Ally Invest and then only after entry of an agreement that prohibits the further disclosure or use of confidential information and only as necessary to carry out its assigned responsibilities; or
  - As permitted or required by law.
- Never mislead a client or prospective client;
- Never engage in any act, transaction, practice, or course of business that could operate as a fraud or deceit;
- Not provide clients with legal, tax, accounting, or investment advice outside of the usual course of business; and
In short, the fiduciary duty requires that AIA and its Supervised Persons act in the best interests of its clients. This includes the duty to exercise the utmost good faith in dealings with clients, to make full disclosure of all material facts concerning any conflict that may arise, and to employ reasonable care to avoid misleading clients.

**applicability.**

This AIA Supplement applies to all managers, officers and associates of AIA, as well as any other persons who provide investment advice on behalf of AIA and are subject to its supervision and control. Such persons are known as “Supervised Persons” under Section 202(a)(25) of the Advisers Act.

Supervised Persons of AIA who may have access to nonpublic information relating to AIA’s advisory activities and directors and officers of AIA are deemed to be “Access Persons”. Under Rule 204A-1:

1) **Access Person** means:
   (i) Any of your Supervised Persons:
      (A) Who has access to nonpublic information regarding any clients’ purchase or sale of securities, or nonpublic information regarding the portfolio holdings of any reportable fund, or
      (B) Who is involved in making securities recommendations to clients, or who has access to such recommendations that are nonpublic.
   (ii) If providing investment advice is your primary business, all of your directors, officers and partners are presumed to be access persons

**personal security transactions and holdings.**

The personal security records required under Rule 204A-1 are intended as a means of identifying inappropriate trading practices. As part of the requirement, each Access Person must periodically report to the Compliance team current holdings and transactions in reportable securities in which such person has any direct or indirect beneficial ownership.

**Reportable securities** generally include all securities, except for:
- Direct obligations of the U.S. Government;
- Bankers’ acceptances, bank certificates of deposit, commercial paper and high-quality short-term debt instruments, including repurchase agreements;
- Money market funds;
- Open-end mutual funds other than reportable funds; and
- Unit investment trusts that are invested exclusively in one or more open-end funds, none of which are reportable funds (reportable funds are generally funds advised by the firm or certain affiliated funds)

**Beneficial ownership** is where an Access Person has the opportunity, directly or indirectly, to profit or share in any profit derived from a transaction in the subject security.
- Generally, this includes reportable securities owned by immediate family members residing in the person’s home (e.g., a reportable security held in an account that is under a spouse or partner’s name), investment club accounts, etc.
Access Persons must report, and the Compliance team will periodically review, their personal securities transactions and holdings. A lack of transaction report submission will be interpreted as a lack of any transaction during the reporting period. Should it later be determined that a transaction in fact occurred, the Access Person will be referred to the AIA’s Chief Compliance Officer.

Access Persons are responsible for complying with the following reporting requirements:

**Initial Report.** Within 10 days of becoming an Access Person, the Access Person must provide an inventory of reportable securities holdings in which the Access Person has beneficial ownership. The inventory of reportable securities must be current within 45 days of becoming an Access Person and contain the following information:

- Title and type of securities;
- Number of shares and principal amount of each security;
- Name of any broker, dealer, or bank where the Access Person maintained an account in which any securities were held for the direct or indirect benefit of the Access Person; and,
- The date the Access Person submits the report.

Access Persons do not have to report:

- Any account over which the Access Person has no direct or indirect influence or control; and
- Transactions effected pursuant to an automatic investment plan.

**Quarterly Transactions Reports.** Access Persons must report no later than 30 days following the end of each calendar quarter to the AIA Chief Compliance Officer or stated designee information involving transactions in reportable securities made during the prior calendar quarter in which the Access Person has, or by reason of such transactions acquires, any direct or indirect ownership in the security involved.

**Annual Holdings Reports.** Access Persons must report to the AIA Chief Compliance Officer or stated designee no later than 30 days following the end of each calendar year an updated inventory of reportable securities holdings, current as of year-end, in the same manner and format as the initial holdings report described above.

---

**Did you know that...?**

- You must act in utmost good faith and in the best interest of each client; maintain and protect client non-public personal information; and use reasonable and professional judgment when conducting investment analysis.

- AIA “Supervised Persons” who may have access to nonpublic information relating to AIA’s advisory activities and directors and officers of AIA are deemed to be “Access Persons”.

- If you fail to submit a transaction report, it will be interpreted as a lack of any transaction during the reporting period.

- Unless exempted, all Access Persons are required to pre-clear all personal securities transactions.
restricted security list.
It is the policy of AIA that Access Persons with advance knowledge of an upcoming or likely transaction directed by AIA in any security are prohibited from directing or influencing any personal transaction in that security or any derivative thereof (e.g., options). This includes transactions in any beneficially owned accounts from the time the Access Person is made aware of the transaction until a reasonable period of time has passed after AIA has completed trading for its clients’ accounts.

Further, in an effort to mitigate certain conflicts of interest, AIA maintains a list of prohibited securities (Restricted List). Transactions in Restricted List securities are prohibited in any account in which an Access Person has a beneficial ownership interest. Exceptions must be requested of and approved by the AIA Chief Compliance Officer or designee in writing, and are typically granted only for the closing of long positions in a security acquired prior to its inclusion on the Restricted List.

Notwithstanding the foregoing, restrictions do not apply to (i) securities included in the S&P 500 Index; (ii) securities of other large cap companies with a market capitalization or net assets of at least $5 billion; or (iii) any De Minimis Transaction, meaning a purchase or sale of a security involving no more than $10,000.

trading preclearance.
All Access Persons are required to receive preclearance from the AIA Chief Compliance Officer or designee before they acquire, directly or indirectly, beneficial ownership in any security (i) through any primary distribution (e.g., an initial public offering), or (ii) for which no registration statement is in effect, regardless of whether such security is exempt from registration (e.g., Regulation D offerings, securities sold pursuant to Rule 144, etc.).

code of ethics and personal trading violations.
Access Persons are required to promptly report any violation of this AIA Supplement to the AIA Chief Compliance Officer, senior management, or Legal Staff. This includes the discovery of a possible violation committed by another employee, non-compliance with any securities laws, rules, or regulations, or conduct that is harmful to AIA’s clients, AIA, or to Ally and its affiliates. Access Persons are encouraged to report any actual or apparent violation and such reports will not be negatively viewed, even if it is determined not to be a violation, so long as the individual reported in good faith.

need to know policy.
All information regarding planned, prospective, or ongoing securities transactions in the AIA strategies must be treated as confidential. Such information should be confined, even within AIA, to only those individuals and departments that must have such information in order for AIA to carry out the transactions properly and effectively. Ordinarily, these prohibitions will restrict information to only those persons who are involved in the matter.

reporting concerns.
AIA employees may escalate concerns to Ally Invest leadership or as described in the Code. You may also contact the Ally Ethics Hotline 24 hours a day, seven days a week, at 800-971-6037 or through www.allyethics.com.
**code of ethics and personal trading violation sanctions.**

Upon discovering a violation of this AIA Supplement, Ally may impose any sanctions as deemed appropriate, including disgorgement of profits, trade reversals, and discipline, up to and including termination.